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TERMINAL, CONTROL DEVICE,
COMMUNICATION METHOD,
COMMUNICATION SYSTEM,

COMMUNICATION MODULE, PROGRAM,
AND INFORMATION PROCESSING DEVICE

TECHNICAL FIELD
Reference to Related Application

This application is based upon and claims the benefit of the
priority of Japanese patent application No. 2011-092318,
filed on Apr. 18, 2011, the disclosure of which is incorporated
herein in its entirety by reference thereto. The present inven-
tion relates to a terminal, a control device, a communication
method, a communication system, a communication module,
aprogram, and an information processing device, and relates
to communication technology in a network in which the con-
trol device performs centralized control of forwarding
devices.

BACKGROUND ART

In recent years, technology known as OpenFlow has been
proposed (refer to Patent Literature 1, and Non Patent Litera-
tures 1 and 2). In OpenFlow, communication is treated as
end-to-end flow, and path control, recovery from failure, load
balancing, and optimization are performed in flow units. An
OpenFlow switch as specified in Non Patent Literature 2 is
provided with a secure channel for communication with an
OpenFlow controller, and operates according to a flow table
in which appropriate addition or rewriting is instructed by the
OpenFlow controller. In the flow table are definitions of sets
of matching rules (Header fields) for collation with packet
headers, flow statistical information (Counters), and actions
(Actions) defining processing content, for each flow (refer to
FIG. 24).

For example, when an OpenFlow switch receives a packet,
an entry is searched for that has a matching rule (refer to
header field in FIG. 24) that matches header information of
the received packet, from the flow table. As a result of the
search, in a case where an entry matching the received packet
is found, the OpenFlow switch updates the flow statistical
information (Counters) and also implements processing con-
tent (packet transmission from a specified port, flooding,
dropping, and the like) described in an Actions field of the
entry in question, for the received packet. On the other hand,
as aresult of the search, in a case where an entry matching the
received packet is not found, the OpenFlow switch transmits
a request for entry setting with respect to the OpenFlow
controller via a secure channel, that is, a request to determine
a path of the packet based on source and destination of the
received packet. The OpenFlow switch receives a flow entry
corresponding to the request and updates the flow table. In
this way, the OpenFlow switch uses the entry stored in the
flow table as a processing rule to perform packet forwarding.

CITATION LIST
Patent Literature

(Patent Literature 1)

International Publication No. 2008/095010

(Patent Literature 2)

Japanese Patent Kokai Publication No. JP-P2004-064182A

Non Patent Literature
(Non Patent Literature 1)

Nick McKeown, and 7 others, “OpenFlow: Enabling Innova-
tion in Campus Networks”, [online][search conducted Apr.

10

20

30

35

45

55

60

65

2
4, 2011] Internet URL: http://www.openflowswitch.org//
documents/openflow-wp-latest.pdf
(Non Patent Literature 2)
‘OpenFlow: Switch Specification” Version 1.0.0. (Wire Pro-
tocol 0x01), [search conducted Apr. 4,2011] Internet URL:
http://www.opentlowswitch.org/documents/openflow-spec-
v1.0.0.pdf

SUMMARY

The entire disclosures of the abovementioned Patent Lit-
eratures 1 and 2 and Non Patent Literatures 1 and 2 are
incorporated herein by reference thereto. The following
analysis is given by the present invention. In the technology
disclosed in Patent Literature 1 and Non Patent Literatures 1
and 2, a controller determines an entry for packet processing
in accordance with a request transmitted from a switch, and
sets the determined entry with respect to the switch. In such a
centralized control type of communication system, there is a
problem of load on the controller. A reason for this is that,
since the controller centrally controls a plurality of switches
and calculates an entry with respect to a request transmitted
from the plurality of switches, the processing load on the
controller increases.

Furthermore, the controller may set an entry prescribing
processing for rewriting header content of a packet with
respect to a switch. In this type of case, there is a problem in
that the load required for packet processing in a switch
increases.

Patent Literature 2 discloses a gateway control device for
controlling a gateway. However, Patent Literature 2 does not
disclose a measure for reducing load on a gateway or a gate-
way control device.

According to a first aspect, there is provided a terminal,
adapted for communicating with a network including at least
one forwarding device for forwarding a packet, and a control
device for controlling the forwarding device(s) in accordance
with a request from the forwarding device, wherein the ter-
minal includes: a communication unit that receives a process-
ing rule specifying a method of processing the packet, which
is determined by the control device, from the control device;
a storage unit that stores the received processing rule; and a
processing unit that in a case of communicating with the
network, processes the packet in accordance with the process-
ing rule that corresponds to the packet by referring to the
processing rule stored in the storage unit.

According to a second aspect, there is provided a control
device, adapted for setting a processing rule for a packet with
respectto at least one forwarding device for forwarding pack-
ets, wherein the control device includes: a request receiving
unit that receives an access request transmitted by a terminal
adapted for accessing a network in which the forwarding
device processes the packet in accordance with the processing
rule; a control unit that determines a processing rule set in the
terminal, in accordance with the access request; and a com-
munication unit that transmits the determined processing rule
to the terminal.

According to a third aspect, there is provided a communi-
cation method for controlling a terminal, adapted for commu-
nicating with a network including at least one forwarding
device for forwarding a packet, and a control device for con-
trolling the forwarding device(s) in accordance with a request
from the forwarding device, wherein the method includes: a
receiving step of receiving a processing rule specifying a
method of processing the packet, from the control device; a
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step of storing the received processing rule in a storage unit;
and a processing step of in a case of communicating with the
network, processing the packet in accordance with the pro-
cessing rule that corresponds to the packet by referring to the
processing rule stored in the storage unit. It is to be noted that
the present method is linked with a specific apparatus, which
is a terminal communicating with a network including a for-
warding node and a control device.

According to a fourth aspect, there is provided a commu-
nication system including at least one forwarding device for
forwarding a packet, a control device for controlling the for-
warding device(s) in accordance with a request from the
forwarding device, and a terminal communicating with a
network including the forwarding device(s) and the control
device, wherein the control device comprises a control unit
that determines a processing rule set in the terminal; and the
terminal comprises: a communication unit that receives the
processing rule determined by the control device, from the
control device; a storage unit that stores the received process-
ing rule; and a processing unit that in a case of communicating
with the network, processes the packet in accordance with the
processing rule that corresponds to the packet by referring to
the processing rule stored in the storage unit.

According to a fifth aspect, there is provided a communi-
cation module installed in a terminal, adapted for communi-
cating with a network including at least one forwarding
device for forwarding a packet, and a control device for con-
trolling the forwarding device(s) in accordance with a request
from the forwarding device, wherein the module includes: a
communication unit that receives a processing rule specifying
amethod of processing the packet, which is determined by the
control device, from the control device; a storage unit that
stores the received processing rule; and a processing unit that
in a case where the terminal communicates with the network,
processes the packet in accordance with the processing rule
that corresponds to the packet by referring to the processing
rule stored in the storage unit.

According to a sixth aspect, there is provided a program for
causing a terminal, adapted for communicating with a net-
work including at least one forwarding device for forwarding
a packet, and a control device for controlling the forwarding
device(s) in accordance with a request from the forwarding
device to execute: a process of receiving a processing rule
specifying a method of processing the packet, which is deter-
mined by the control device, from the control device; a pro-
cess of storing the received processing rule; and a packet
process of in a case where the terminal communicates with
the network, processing the packet in accordance with the
processing rule that corresponds to the packet by referring to
the processing rule stored in the storage unit. It is to be noted
that the program can be recorded in a computer readable,
non-transient recording medium. That is, the present inven-
tion can be embodied as a computer program product.

According to a seventh aspect, there is provided an infor-
mation processing device for transmitting to a terminal a
program for causing a terminal that communicates with a
network including at least one forwarding device for forward-
ing a packet, and a control device for controlling the forward-
ing device in accordance with a request from the forwarding
device to execute: a process of receiving a processing rule
specifying a method of processing the packet, which is deter-
mined by the control device, from the control device; a pro-
cess of storing the received processing rule; and a packet
process of in a case where the terminal communicates with
the network, processing the packet in accordance with the
processing rule that corresponds to the packet by referring to
the processing rule stored in the storage unit.
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The meritorious effects of the present invention are sum-
marized as follows. According to the present disclosure, in the
technology for performing communication by the control
device centrally controlling forwarding devices, it is possible
to reduce load on the control device or the forwarding
device(s).

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 is a diagram showing an example of a configuration
of the present disclosure;

FIG. 2 is a diagram showing an example of a configuration
of the present disclosure;

FIG. 3 is a diagram showing an example of a table storing
processing rules;

FIG. 4 is a flowchart showing an example of operations of
the present disclosure;

FIG. 5 is a flowchart showing an example of operations of
the present disclosure;

FIG. 6 is a diagram showing an example of a configuration
of a first exemplary embodiment of the present disclosure;

FIG. 7 is a diagram showing an example in which the
configuration of FIG. 6 is applied to an access control system;

FIG. 8 is a diagram showing an example of authentication
information;

FIG. 9 is a diagram showing an example of communication
policy information;

FIG. 10 is a diagram showing an example of resource
information;

FIG. 11 is a diagram showing an example of a communi-
cation policy;

FIG. 12 is a diagram showing an example of a configura-
tion of a control device;

FIG. 13 is a sequence diagram showing an example of
operations of the first exemplary embodiment;

FIG. 14 is a sequence diagram showing an example of
operations of the first exemplary embodiment;

FIG. 15 is a sequence diagram showing an example of
operations of the first exemplary embodiment;

FIG. 16 is a sequence diagram showing an example of
operations of a second exemplary embodiment;

FIG. 17 is a diagram showing an example of a communi-
cation policy;

FIG. 18 is a diagram showing an example of a configura-
tion of a third exemplary embodiment;

FIG. 19 is a diagram showing an example of a configura-
tion of a fourth exemplary embodiment;

FIG. 20 is a diagram showing an example of a configura-
tion of a fifth exemplary embodiment;

FIG. 21 is a diagram showing an example of a configura-
tion of a sixth exemplary embodiment;

FIG. 22 is a diagram showing an example of a configura-
tion of a seventh exemplary embodiment;

FIG. 23 is a sequence diagram showing an example of
operations of the seventh exemplary embodiment; and

FIG. 24 is a diagram describing related technology.

PREFERRED MODES

First, an outline of an exemplary embodiment of the
present disclosure is described. FIG. 1 is a diagram showing
a configuration of a communication network and a configu-
ration of a terminal 1. FIG. 2 is a diagram showing a configu-
ration of a forwarding node 2 and a control device 3. Itis to be
noted that reference symbols attached to the drawings are
added for convenience to respective elements as an example
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in order to aid understanding. The reference symbols are not
intended to limit the disclosure to modes as illustrated in the
drawings.

On receiving a packet, the forwarding node 2 processes the
packet in accordance with a processing rule corresponding to
the packet. The processing rule specifies processing content
for the packet. An example of a configuration of a processing
rule is shown in FIG. 3. The processing rule, for example,
includes a matching rule for matching a packet and the pro-
cessing rule, and processing content for the packet that
matches the processing rule. On receiving the packet, a pro-
cessing unit 23 searches for a processing rule corresponding
to the packet from a storage unit 21. That is, the processing
unit 23 performs search in a table of a configuration exempli-
fied in FIG. 3, which is stored in the storage unit 21. For
example, if the packet belongs to a “flow A”, it matches a
matching rule for “flow A”. It is to be noted that a “flow” is a
sequence of packets identified in accordance with packet
content (information such as packet source and destination, a
combination of plural information items included in the
packet, and the like). In a case where a processing rule cor-
responding to a packet is stored in the storage unit 21, the
processing unit 23 processes the packet in accordance with
the retrieved processing rule. For example, in an example in
FIG. 3, if a packet belongs to the “flow A”, the processing unit
23 executes processing content of “forward from port ‘a’ of
forwarding node”. In a case where a processing rule corre-
sponding to a packet is not stored in the storage unit 21, a
control device communication unit 22 transmits a request to
set a processing rule, the control device 3.

The control device 3 controls packet processing by the
forwarding node 2. When a communication unit 31 receives a
request to set a processing rule from the forwarding node 2, a
control unit 32 determines a processing rule corresponding to
the setting request. The communication unit 31 transmits the
processing rule determined by the control unit 32 to the for-
warding node 2. The processing rule specifies processing
content for a packet such as, for example, packet transmission
from a specified port, flooding, dropping, packet header
rewriting, and the like.

The control device 3 sets processing rules not only for the
forwarding node(s) 2, but also for a terminal 1 that commu-
nicates with a communication network including at least one
forwarding node 2 and the control device 3. Furthermore, the
terminal 1 executes packet processing in accordance with a
processing rule as set.

The terminal 1 transmits an access request to the commu-
nication network via a communication unit 10. It is to be
noted that the terminal 1 is a communication terminal such as
a personal computer, a handheld device, or the like. The
terminal 1 may have either a wired or wireless method of
communication.

On detecting an access request from the terminal 1, the
forwarding node 2 forwards the access request to the control
device 3. For example, the control device 3 sets in advance a
processing rule corresponding to a packet for requesting
access (for example, an authentication packet or a login
packet) to the storage unit 21 of the forwarding node 2. As
shown in an example in FIG. 3, the control device 3 sets a
processing rule in which a matching rule is “access request
packet”, and corresponding processing content is “forward to
control device”. The processing rule corresponding to the
access request packet specifies, for example, processing for
forwarding the access request packet to the control device 3.
On receiving the access request packet, the processing unit 23
of the forwarding node 2 forwards the access request packet
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to the control device 3, in accordance with the processing rule
corresponding to the access request packet.

When the control device 3 receives the access request
packet forwarded from the forwarding node 2, the control unit
32 of the control device 3 refers to a policy management unit
33 and retrieves a policy corresponding to a user of the ter-
minal. It is to be noted that the policy management unit 33
may store a policy that is set for each terminal. The control
unit 32 determines a processing rule to be set in the terminal
1, based on the retrieved policy. The communication unit 31
transmits the determined processing rule to the terminal 1. It
is to be noted, for example, that the control device 3 may set
a period of validity for the determined processing rule and
transmit this to the terminal 1. In a case where a period of
validity is set, the processing rule that has been set in the
terminal 1 is deleted from the terminal 1 when the period of
validity has elapsed. It is to be noted that FIG. 2 shows an
example where the policy management unit 33 is included in
the control device 3, but the policy may be managed by a
device other than the control device 3.

Furthermore, the control device 3 may determine the pro-
cessing rule to be set in the terminal 1 based on information
managed by the control device 3, without referring to the
policy management unit 33.

In addition, the control device 3, for example, may set a
processing rule for a forwarding node corresponding to a
processing rule for a terminal set in the terminal, in a forward-
ing node 2. For example, in a case where the terminal 1
executes rewriting processing for some packets in accordance
with a processing rule set in the terminal 1, the control termi-
nal 3 may set a processing rule matching rewritten content
within a packet, in the forwarding node 2.

In a case where the communication unit 10 of the terminal
1 receives a processing rule from the control device 3, the
terminal 1 sets the processing rule in the storage unit 11.
When the processing unit 12 of the terminal 1 transmits or
receives a packet to or from a communication network, the
processing unit 12 retrieves a processing rule corresponding
to the transmitted or received packet. In a case where a pro-
cessing rule corresponding to the transmitted or received
packet is stored in the storage unit 11, the processing unit 12
processes the packet in accordance with the processing rule.
The processing unit 12, for example, executes processing for
rewriting some packets to be transmitted or received, or
packet dropping processing, in accordance with the process-
ing rule. In a case where a processing rule corresponding to
the transmitted or received packet is not stored in the storage
unit 11, the processing unit 12 may transmit or receive the
packet without executing processing corresponding to the
packet, or may perform packet dropping (discarding). How-
ever, packet processing in a case where a processing rule
corresponding to the transmitted or received packet is not
stored in the storage unit 11 is not limited to this.

Next, a description is given of operations of the terminal 1
and the control device 3, making reference to FIG. 4 and FIG.
5. FIG. 4 is a flowchart showing an example of operations of
the terminal 1. In a case of receiving a processing rule from
the control device 3 (S1), the terminal 1 stores the received
processing rule in the storage unit 11 (S2).

In a case of packet transmission or reception relative to the
communication network (Yes in S3), the terminal 1 retrieves
aprocessing rule corresponding to the transmitted or received
packet (S4).

In a case where a processing rule corresponding to the
transmitted or received packet is stored in the storage unit 11,
the terminal 1 processes the transmitted or received packet in
accordance with the processing rule (S5).
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FIG. 5 is a flowchart showing an example of operations of
the control device 3. On receiving an access request from the
terminal 1 (S6), the control device 3 retrieves a policy corre-
sponding to a user of the terminal, from the policy manage-
ment unit 33 (S7).

The control device 3 determines a processing rule to be set
in the terminal 1 based on the retrieved policy (S8), and
transmits it to the terminal 1 (S9).

The control device 3 sets the processing rule with regard to
the terminal 1, and the terminal 1 itself executes packet pro-
cessing corresponding to the processing rule. Since the ter-
minal 1 executes packet processing such as rewriting of some
packets according to the processing rule, in place of the for-
warding node 2, packet processing load on the forwarding
node 2 is greatly reduced. Furthermore, since the processing
device 3 can set a processing rule, corresponding to content of
a processing rule for a terminal set for the terminal 1, in
advance in the forwarding node 2, it is possible to curtail
requests to the control device 3 generated due to the process-
ing rule not being set in the forwarding node 2. Therefore, the
processing load on the control device 3 is greatly reduced.
(First Exemplary Embodiment)

Next, a description is given concerning an outline of a first
exemplary embodiment of the present disclosure, making
reference to the drawings. FIG. 6 shows an example of a
system configuration in the first exemplary embodiment.
Referring to FIG. 6, the configuration is shown to include a
user terminal 100, a plurality of forwarding nodes 200, a
policy management device 300, and a control device 400.

The plurality of forwarding nodes 200 carry out processing
of packets transmitted from the user terminal, in accordance
with a processing rule set by the control device 400.

A terminal control device 110 (functionally) in the user
terminal 100 stores processing rules set by the control device
400, and controls packets transmitted by the user terminal
based on a processing rule.

More specifically, the terminal control device 110 is pro-
vided with a processing rule storage unit 120 that stores
processing rules to determine whether or not to forward a
packet transmitted from a processing rule determination unit
420, and an access control unit 130 for allowing or denying
access transmitted from the user terminal, based on a process-
ing rule stored in the processing rule storage unit 120. That is,
the access control unit 130 confirms whether or not a process-
ing rule corresponding to a packet transmitted from the ter-
minal 100 is stored in the processing rule storage unit 120. In
a case where a processing rule corresponding to the packet
transmitted from the terminal 100 is stored therein, the access
control unit 130 confirms processing content specified in the
processing rule. In a case where the processing content dis-
allows forwarding of the packet, the access control unit 130
does not forward the packet to a communication network
configured by the forwarding nodes 200, but executes an
access restriction such as dropping the packet or the like.

The policy management device 300 manages the commu-
nication policy and notifies the communication policy
assigned to a user for whom authentication has succeeded, to
the control device 400.

More specifically, the policy management device 300
includes a communication policy storage unit 310 that asso-
ciates a role assigned to the user and access rights set for each
role. The policy management device 300 provides informa-
tion concerning the access rights corresponding to the role of
the user for whom authentication has succeeded, to the con-
trol device 400.

The control device 400 sets a processing rule specifying
processing content of a packet, with respect to the forwarding
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nodes 200. It is to be noted that reference symbols attached to
the drawings are added for convenience to respective ele-
ments as an example in order to aid understanding. The ref-
erence symbols are not intended to limit the disclosure to
modes of the drawings as illustrated.

More specifically, the control device 400 determines a path
between the terminal 100 of the user for whom authentication
has succeeded, and a network resource 500 which the user can
access, based on information concerning access rights
received from the policy management device 300. The con-
trol device 400 includes a path control unit 410 that sets a
processing rule in a forwarding node(s) 200 on a determined
path. With regard to the processing rule set by the path control
unit 410 in the forwarding node 200, the control device 400 is
provided with a processing rule determination unit 420 that
transmits a processing rule determining whether or not to
forward a packet from the terminal 100, to the terminal con-
trol device 110 of the user terminal 100.

The control device 400 may set a period of validity for a
processing rule transmitted to the user terminal 100. In this
case, the terminal 100 deletes the processing rule for which
the period of validity has passed. It is to be noted that in a case
where the processing rule determination unit 420 transmits a
processing rule disallowing packet forwarding from the ter-
minal 100, the path control unit 410 need not set a processing
rule corresponding to a determined path, with regard to the
forwarding node(s) 200.

By setting the processing rule as described above, it is
possible to determine the accessible network resource 500, in
accordance with the role assigned to the user, and further-
more, it is possible to set a path to allow access for each flow.
In addition, by setting the abovementioned processing rule, it
is possible to cause the user terminal 100 to execute an access
restriction, with regard to flow for which access by the user is
denied, among packet flows transmitted from the user.

Therefore, since the packet for which access is restricted
has the access restricted by the terminal 100 without being
transmitted to a forwarding node(s) 200, processing load in
the forwarding node(s) 200 is reduced. Since by access
restriction by the terminal 100 there is a decrease in packets
sent at the occasion of a request to set a processing rule to be
transmitted to the control device from the forwarding node
200, the load on the control device is greatly reduced.

It is to be noted that in a case where a period of validity is
provided in the processing rule, and the period of validity has
elapsed from a setting being performed in the forwarding
node 200 and the access control unit 130 of the user terminal
100, or from a packet matching a matching rule finally being
received, thereafter the processing rule that denies forward-
ing of the packet may be deleted.

FIG. 7 is a diagram representing an example in which an
access control system is realized using the configuration of
FIG. 6. The configuration shown in FIG. 7 is an example of
the system, and the present disclosure is not limited to the
system configuration disclosed in FIG. 7. Referring to FIG. 7,
the configuration shown includes: a plurality of the forward-
ing nodes 200, the terminal control device 110 for controlling
whether or not to transmit a packet transmitted from the user
terminal 100, the control device 400 for setting processing
rules in the forwarding nodes 200 and the terminal control
device 110, the policy management device 300 for notifying
a communication policy to the control device 400, and an
authentication device 330 for providing authentication infor-
mation indicating an authentication result to the policy man-
agement device 300.

A forwarding node 200 processes a received packet, in
accordance with a processing rule that associates a matching
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rule matching the received packet and processing content to
be applied to a packet that matches with the matching rule.
For this type of forwarding node 200, an OpenFlow switch as
disclosed in Non Patent Literature 2 may be used. However,
the forwarding node 200 is not limited to the OpenFlow
switch.

A certain forwarding node 200 among the plurality of
forwarding nodes 200 is connected to network resources
500A and 500B. It is to be noted that the network configura-
tion shown in FIG. 7 is merely an example, and the connection
configuration of the forwarding node 200 and the network
resource 500A and 5008 is not limited to the example of FIG.
7.

The user terminal 100 communicates with the network
resources S00A and 500B, via the forwarding nodes 200. In
the example of FIG. 7, a description is given in which the
network resource S00A and the network resource 500B each
belong to a different resource group from one another, and
they are respectively given resource group IDs of resource_
group_0001 and resource_group_0002.

The authentication device 330 is an authentication server
that uses a password or biometric authentication or the like to
perform a user authentication procedure with the user termi-
nal 100. The authentication device 330 transmits authentica-
tion information indicating a result of the user authentication
procedure with the user terminal 100 to the policy manage-
ment device 300.

FIG. 8 is an example of authentication information held in
the authentication device 330 of the present exemplary
embodiment. For example, in a case where the authentication
of'auser having a user ID of user] succeeds, the authentica-
tion device 330 transmits an entry for userl, which includes
userl; attributes being IP address: 192.168.100.1, and MAC
address: 00-00-00-44-55-66; and role IDs: role_0001 and
role_0002, as authentication information to the policy man-
agement device 300. In the same way, in a case where the
authentication of a user having a user ID of user2 succeeds,
the authentication device 330 transmits an entry for user2
which includes user2; attributes being IP address:
192.168.100.2, and MAC address: 00-00-00-77-88-99; and
role ID: role_0002, as authentication information to the
policy management device 300.

The authentication information may be information by
which the policy management device 300 can determine a
communication policy assigned to a user, and there is no
limitation to the example of FIG. 8. For example, the authen-
tication information may be the user ID of a user for whom
authentication has succeeded, an access ID such as a role ID
or MAC address derived from the user ID in question, loca-
tion information of the user terminal 100, or a combination of
these. The authentication device 330 may transmit informa-
tion of a user for whom authentication has failed, as authen-
tication information to the policy management device 300,
and may transmit a communication policy by which the
policy management device 300 restricts access from the user
in question, to the control device 400.

The policy management device 300 is connected to the
communication policy storage unit 310 and a resource infor-
mation storage unit 320, determines a communication policy
corresponding to the authentication information received
from the authentication device 330, and transmits the deter-
mined communication policy to the control device 400.

FIG. 9 is an example of communication policy information
stored in the communication policy storage unit 310. In the
example of FIG. 9, the communication policy information has
a resource group ID given to a group of resources, and access
rights, for each role identified by a role ID. For example, a
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user having the role ID: role_0001 is allowed access to both
resource groups having IDs: resource_group_0001 and
resource_group_0002. On the other hand, a user having the
role ID: role_0002 is denied access to the resource group ID:
resource group_0001, but is allowed access to resource_
group_0002.

FIG. 10 is an example of resource information stored in the
resource information storage unit 320. In the example of F1G.
10, the resource information is information associated with a
resource ID of a resource belonging to a resource group ID or
other detailed attributes thereof (resource attributes). For
example, with regard to the resource information, resources
having resource_0001, resource_0002, and resource_0003
are included in a group identified by the resource group ID:
resource_group_0001, and port numbers used in respective
IP addresses, MAC addresses, and services thereof are
included.

The policy management device 300 makes reference to the
communication policy information and the resource informa-
tion, determines a communication policy of a user who has
received authentication by the authentication device 330, and
notifies the control device 400. For example, based on a role
ID included in authentication information received from the
authentication device 330, the policy management device 300
identifies content of a resource group ID and access rights
thereof attached to the role ID in question from the policy
information of FIG. 9. The policy management device 300
identifies the resource information belonging to the resource
group ID from the resource information of FIG. 10. The
policy management device 300 creates a communication
policy using the identified policy information and the
resource information.

FIG. 11 shows an example of a communication policy of a
user having a user ID: userl created from information shown
in FIG. 8, FIG. 9, and FIG. 10. Values of attribute information
ofthe user ID: userl of the authentication information of FIG.
8 are set in a source field of FIG. 11. Furthermore, resource
attributes extracted from resource information of FIG. 10
based on content of the role ID: role_0001 of the policy
information of FIG. 9 are set in a destination field. Rights
based on access rights of the role ID: role_0001 of the infor-
mation of FIG. 9 are set in an access rights field. In addition,
content (for example, service and port number) that has been
set in a resource attribute field of the resource information of
FIG. 10 is set in a condition (option) field.

On receiving the communication policy, the control device
400 creates a processing rule specifying processing content to
transmit to a forwarding node a request to set a processing
rule for a packet from the user to whom the communication
policy in question is applied, and sets the processing rule in at
least one forwarding node among the plurality of forwarding
nodes 200. On receiving a packet from the user to whom the
communication policy is applied, the forwarding node 200
transmits a request to set a processing rule to the control
device 400, based on the processing rule. On receiving the
request to set the processing rule for a packet from the user to
whom the communication policy is applied, the control
device 400 determines a forwarding path of the packet and a
processing rule corresponding to the forwarding path, based
on packet information included in the setting request, and sets
the processing rule in the forwarding node 200 in the forward-
ing path of the packet in question. With regard to the process-
ing rule set in the forwarding node, the control device 400
transmits a processing rule determining whether or not to
forward a packet from the terminal 100, to the terminal con-
trol device 110 of the user terminal 100.
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FIG. 12 is a block diagram representing a detailed configu-
ration of the control device 400. The control device 400 is
provided with a node communication unit 40 that performs
communication with a forwarding node 200, a control mes-
sage processing unit 41, a processing rule management unit
42, a processing rule storage unit 43, a forwarding node
management unit 44, a path-action calculation unit 45, a
topology management unit 46, a terminal location manage-
ment unit 47, a communication policy management unit 48,
and a communication policy storage unit 49.

The control message processing unit 41 analyzes a control
message received from the forwarding node 200 and delivers
the control message information to a corresponding func-
tional block inside the control device 400, in accordance with
a result of the analysis.

The processing rule management unit 42 manages how a
processing rule is set and in which forwarding node 200.
Specifically, a processing rule created by the path-action cal-
culation unit 45 is registered in the processing rule storage
unit 43 and set in the forwarding node 200, and updating is
performed of registration information of the processing rule
storage unit43 corresponding to a case where a change occurs
in the processing rules set in the forwarding node 200, accord-
ing to a processing rule deletion notice from the forwarding
node 200.

The forwarding node management unit 44 manages the
capability (for example, number and type of ports, type of
processing content supported, and the like) of the forwarding
node 200 controlled by the control device 400.

On receiving a communication policy from the communi-
cation policy management unit 48, the path-action calculation
unit 45 creates a processing rule to ex-ecute a request to set a
processing rule with respect to a packet transmitted from a
terminal used by the user in question, in accordance with the
communication policy concerned. It is to be noted that the
forwarding node 200 that is a set destination of the created
processing rule may be any of the forwarding nodes 200 to
which the user terminal 100 can connect, or may be a selec-
tion of any forwarding node(s) 200 based on source informa-
tion included in the communication policy.

On receiving a request to set a processing rule with respect
to a packet transmitted from the terminal used by the user, the
path-action calculation unit 45 determines a forwarding path
of'the packet in question and a processing rule corresponding
to the forwarding path in question, based on packet informa-
tion included in the request.

Furthermore, the path-action calculation unit 45 calculates
the packet forwarding path based on network topology infor-
mation built by the topology management unit 46. It is to be
noted that the path-action calculation unit 45 may calculate
the forwarding path of the packet giving consideration also to
location information of the communication terminal man-
aged by the terminal location management unit 47. Next, the
path-action calculation unit 45 acquires port information and
the like of the forwarding node(s) 200 in the forwarding path
from the forwarding node management unit 44, and obtains
processing content to be executed by the forwarding node(s)
200 in the path and a matching rule for identifying flow to be
applied to the processing content. It is to be noted that the
matching rule can be created using the source IP address, the
destination address, a condition (option) and the like, of the
communication policy of FIG. 11. Accordingly, in a case of
the first entry of the communication policy of FIG. 11, with
respect to the path-action calculation unit 45, a processing
rule is created that specifies processing content and the like
for forwarding a packet from a source IP address of
192.168.100.1 to a destination of IP 192.168.0.1, from a
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prescribed port of the forwarding node 200. It is to be noted
that the path-action calculation unit 45, when setting a pro-
cessing rule, may create not only a packet for which a request
is received to set a processing rule, but may also create a
processing rule realizing packet forwarding to a resource to
which the user terminal has access rights.

The topology management unit 46 builds network topol-
ogy information based on connection relationships of for-
warding nodes 200 collected via the node communication
unit 40.

The terminal location management unit 47 manages infor-
mation for identifying the location of the user terminal con-
nected to the communication system. In the present exem-
plary embodiment, a description is given in which the IP
address is used as information for identifying the user termi-
nal, and a forwarding node identifier of a forwarding node to
which the user terminal is connected and information ofa port
thereof are used as information for identifying the location of
the user terminal. However, information for identifying the
user terminal and the location of the user terminal is not
limited to this. For example, the terminal and its location may
be identified by using information provided by the authenti-
cation device 330.

On receiving communication policy information from the
policy management device 300, the communication policy
management unit 48 stores the information in the communi-
cation policy storage unit 49, and also transmits the informa-
tion to the path-action calculation unit 45.

Itis to be noted that the OpenFlow controller of Non Patent
Literatures 1 and 2 may be applied as the control device 400.
That is, operational functions of a processing rule (flow entry)
on the occasion of receiving the communication policy may
be added to the OpenFlow controller. The disclosures of Non
Patent Literatures are incorporated herein in their entirety by
reference thereto.

The processing rule determination unit 420 transmits to the
processing rule storage unit 120 of the terminal control device
110 a processing rule for determining whether or not to for-
ward a packet, (for example, a processing rule with a source
of “192.168.100.1”, a destination of “192.168.0.3”, and
access rights of “deny” in the table of FIG. 11) among pro-
cessing rules created by the path-action calculation unit 45. A
method of forwarding from the control device 400 to the
processing rule storage unit 120 of the terminal control device
110 may be by a wired connection, a wireless connection, or
any other forwarding method.

Each unit (processing means) of the control device 400
shown in FIG. 12, and the path control unit 410 and the
processing rule determination unit 420 can be realized by a
computer program that stores the abovementioned respective
information and executes the respective processes described
above in a computer configuring the control device 400, using
hardware thereof.

The terminal control device 110 in FIG. 7 is configured
from the processing rule storage unit 120 and the access
control unit 130, similar to FIG. 6. The processing rule stor-
age unit 120 receives and stores a processing rule for deter-
mining whether or not to forward a packet, from the control
device 400. The access control unit 130 executes access con-
trol for a packet transmitted from the user terminal 100, in
accordance with a processing rule recorded in the processing
rule storage unit 120. That is, in a case where denial of access
is specified in a processing rule corresponding to a packet
transmitted by (from) the user terminal 100, the access con-
trolunit 130 of the use terminal by itself restricts transmission
of the packet in question.
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The processing rule storage unit 120 and the access control
unit 130 of the abovementioned terminal control device 110
can be realized by a computer program that stores the above-
mentioned respective information and executes the respective
processes described above in a computer of the user terminal
that configures the terminal control device 110, using hard-
ware thereof. Note the computer program may be recorded on
a non-transient recording medium which is computer read-
able.

Next a detailed description is given concerning operations
of the present exemplary embodiment, making reference to
the drawings. FIG. 13, FIG. 14, and FIG. 15 are sequence
diagrams representing a sequence of operations of the present
exemplary embodiment. Referring to FIG. 13, when the user
terminal makes a login request to the authentication device
330, a packet corresponding to the login request is forwarded
to the authentication device 330 (S001 in FIG. 13).

The authentication device 330 performs user authentica-
tion (S002 in FIG. 13). The authentication device 330 trans-
mits authentication information to the policy management
device 300 (S003 in FIG. 13). The policy management device
300 refers to the communication policy storage unit 310 and
the resource information storage unit 320, based on the
received authentication information, and determines a com-
munication policy (S004 in FIG. 13). The policy management
device 300 transmits the determined communication policy
to the control device 400 (S005 in FIG. 13).

On receiving the communication policy, the control device
400 sets, in a forwarding node 200, a processing rule speci-
fying processing content in which a request to set a processing
rule corresponding to the packet transmitted from the user
terminal is transmitted to the control device 400 (S006 in F1G.
13). The control device 400 determines whether or not to
forward the packet and creates a processing rule correspond-
ing to a result of the determination (S007 in FIG. 13). The
control device transmits the created processing rule to the
terminal control device 110 (S008 in FIG. 13).

On receiving a processing rule transmitted by the control
device 400, the terminal control device 110 registers the pro-
cessing rule in the processing rule storage unit 120 (S009 in
FIG. 13).

A description is given concerning operations in a case
where forwarding of a packet from the user terminal is
allowed, and a case where transmission of a packet is denied,
using FIG. 14 and FIG. 15, respectively.

FIG. 14 is a sequence diagram representing a sequence of
operations in a case where transmission of a packet by the
terminal control device 110 is allowed. The user terminal
transmits the packet with a destination of a network resource
(S101 in FIG. 14). The terminal control device 110 receives
the packet, and determines whether or not to transmit the
packet to the network resource (S102 in FIG. 14). The termi-
nal control device 110 compares the destination IP address of
the packet transmitted from the user terminal and processing
rules registered in the processing rule storage unit 120. In a
case where it is specified that access is allowed, in a process-
ing rule corresponding to the packet transmitted from the user
terminal, the terminal control device 110 transmits the packet
to the forwarding node 200 (S103 in FIG. 14).

The forwarding node 200 receives the packet from the
terminal control device 110, determines a forwarding path of
the packet in accordance with the processing rule registered
by the control device 400 (S104 in FIG. 14), and forwards the
packet (S105 in FIG. 14).

FIG. 15 is a sequence diagram representing a sequence of
operations in a case where transmission of a packet by the
terminal control device 110 is denied. When the user terminal
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transmits the packet with a destination of a network resource
(S201 in FIG. 15), the terminal control device 110 receives
the packet and determines whether or not to transmit the
packet to the network resource (S202 in FIG. 15). The termi-
nal control device 110 compares the destination IP address of
the packet transmitted from the user terminal and processing
rules registered in the processing rule storage unit 120. In a
case where content is specified showing that access is denied,
in a processing rule corresponding to the packet transmitted
from the user terminal, the terminal control device 110
restricts transmission of the packet (the packet is dropped or
the like) (5203 in FIG. 15).

It is to be noted that the control device 400 may set the
processing rule for the terminal, or the terminal may periodi-
cally refer to the control device 400 and the terminal may
obtain the processing rule. Furthermore, a combination of the
two mechanisms is also possible. It should be noted further
selection or combination (with deletion of certain element(s)
or step(s)), if necessary, may be formulated within the entire
concept and disclosure of the present disclosure as a whole as
long as the basic concept and principle are maintained.

The mechanism for allowing or denying forwarding of a
packet by the access control unit 130 may be a mechanism
similar to the method performed in a forwarding node, or
packet filtering technology as in iptables may be used. Fur-
thermore, the access control unit 130 of the terminal control
device 110 can also apply a processing rule allowing or deny-
ing forwarding of a packet with respect to a physical NIC
(Network Interface Card) inside the user terminal; applica-
tion is also possible to respective virtual NICs held by plural
VMs (Virtual Machines) operating inside the user terminal;
and application is also possible to a plurality of virtual
switches operating inside the user terminal. In this way, the
access control unit 130 can freely specify a place for execut-
ing access control inside the user terminal.

As described above, the packet transmitted from the user
terminal can be subjected to access restriction inside the user
terminal, without being transmitted to the forwarding node
200, by the terminal control device 110 inside the user termi-
nal. Therefore, the load on a control device accompanying a
request to set a processing rule and the load of forwarding
processing of a forwarding node can be greatly reduced.
(Second Exemplary Embodiment)

Next, adescription is given concerning a second exemplary
embodiment of the present disclosure, in which a modifica-
tion is added to operations of the policy management device
of'the first exemplary embodiment described above. Since the
present exemplary embodiment can be implemented by a
configuration equivalent to the first exemplary embodiment
described above, a description is given below centered on
points of difference in operation thereof.

FIG. 16 is a sequence diagram representing a sequence of
operations of the second exemplary embodiment of the
present disclosure. A user terminal makes a login request to
an authentication device 330 (S301 in FIG. 16). The authen-
tication device 330 performs user authentication (S302 in
FIG. 16). The authentication device 330 transmits authenti-
cation information to a policy management device 300 based
on a result of user authentication (S303 in FIG. 16).

A policy management device 300 determines a communi-
cation policy for a user based on the authentication informa-
tion received from the authentication device 330 (S304 of
FIG. 16). The policy management device 300 transmits the
determined communication policy to the control device 400
(8305 in FIG. 16).

The control device 400 generates a processing rule based
on the communication policy received from the policy man-
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agement device 300, and sets the processing rule in a forward-
ing node 200 (S306 in FIG. 16). These operations are the
same as the first exemplary embodiment. In the present exem-
plary embodiment, after the control device 400 has set the
processing rule in the forwarding node 200, reference is made
to content of the processing rule, and the processing rule for
determining whether or not to forward a packet is transmitted
to the policy management device 300 (S307 in FIG. 16).

The policy management device 300 that has received the
processing rule for determining whether or not to forward a
packet uses information of a communication policy storage
unit 310 and a resource information storage unit 320 to select
another user for whom the processing rule is to be applied
(S309 in FIG. 16).

FIG. 17 is a diagram representing an example in which the
policy management device 300, which has received the pro-
cessing rule for determining whether or not to forward a
packet, selects another user for whom the processing rule is to
be applied. For example, referring to FIG. 17, there is a
processing rule (below, a processing rule (a)) that denies
access where a source is “IP: 192.168.100.0/24” and a desti-
nation is “192.168.0.3”. In this case, the policy management
device 300 searches for another user (resource ID or resource
group ID) who matches the processing rule (a), and selects
another user who matches (for example, with a source of
“192.168.100.10”, other conditions have the same resource
1D and resource group 1D as for the user of the processing rule
(a)). In the description below, a user who performs login
processing (S301) of FIG. 16 is A, a user terminal used by
user A is a user terminal A, and a terminal control device
possessed by the user terminal A is terminal control device A.
Furthermore, a user selected based on a processing rule
received from the control device 400 by the policy manage-
ment device 300 of FIG. 16 is B, a user terminal used by user
Bis auserterminal B, and a terminal control device possessed
by the user terminal B is terminal control device B.

The policy management device 300 receives the process-
ing rule (a) for determining whether or not to forward a packet
to user A from the control device 400, and after selecting user
B who matches the processing rule (a), sets respective pro-
cessing rules in the terminal control device A of the user
terminal A, and the terminal control device B of the user
terminal B (8310 and S312 of FIG. 16). It is to be noted that
any order may be used as the order in which the control device
400 transmits the processing rules to the terminal control
device A and the terminal control device B.

On receiving the processing rule transmitted by the control
device 400, the terminal control device A registers the pro-
cessing rule in a processing rule storage unit of the terminal
control device A (S311 in FIG. 16). Similarly, on receiving
the processing rule transmitted by the control device 400, the
terminal control device B registers the processing rule in a
processing rule storage unit of the terminal control device B
(S313 in FIG. 16).

Thereafter, operations in a case where packet transmission
from the user terminal A and the user terminal B is allowed,
and in a case where packet transmission is denied, are similar
to the first exemplary embodiment described using FIG. 14
and FIG. 15.

As a result of the above sequence of operations, in a case
where a processing rule set for a certain user’s terminal is also
applicable to another user, by registering the processing rule
in advance in the terminal control device of the other user
also, it is possible to reduce the load of the control device
accompanying the request to set a processing rule and the load
of forwarding processing of a forwarding node.
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(Third Exemplary Embodiment)

Next, a description is given of a third exemplary embodi-
ment of the present disclosure, making reference to FIG. 18.
Where respective elements in FIG. 18 have the same refer-
ence numbers as elements in other exemplary embodiments,
the elements are the same as content described in the other
exemplary embodiments. Below, a detailed description of a
configuration of the present exemplary embodiment is omit-
ted.

A control device 400 sets a processing rule specifying
writing of an identifier of a terminal to a packet, with respect
to a terminal 100. It is to be noted that occasions at which the
processing rule is set for the terminal 100 by the control
device 400 may be arbitrary. For example, in a case where the
control device 400 receives a packet (for example, an authen-
tication packet or a login packet) for requesting access, trans-
mitted by the terminal 100, a processing rule may be set for
the terminal 100. Furthermore, the control device 400 may set
a processing rule for the terminal 100 at arbitrary timing.

The control device 400 includes in the processing rule a
matching rule for matching a packet that is a target of pro-
cessing to write the identifier of the terminal, and sets the
processing rule in the terminal 100.

The terminal 100 writes the identifier in the terminal in an
arbitrary field of the packet (for example, a prescribed field of
a header), in accordance with the set processing rule. The
terminal 100 transmits the packet in which the identifier is
written to a network composed of forwarding nodes 200.

A forwarding node 200 receives the packet including the
identifier of the terminal from the terminal 100, and checks
whether or not there is a processing rule corresponding to the
identifier of the terminal, from processing rules it holds. In a
case where there is no processing rule corresponding to the
identifier of the terminal, the forwarding node 200 transmits
a request to set a processing rule corresponding to the iden-
tifier of the terminal, to the control device 400.

The control device 400 that receives the request from the
forwarding node 200 determines a forwarding path corre-
sponding to the identifier of the terminal, and transmits a
processing rule corresponding to the forwarding path to the
forwarding node 200. In the processing rule set in the for-
warding node 200, the identifier of the terminal is set in a
matching rule, and processing of a packet corresponding to
the identifier is set in processing content. After the processing
rule has been set, the forwarding node 200 processes the
packet that includes the identifier of the terminal, in accor-
dance with a processing rule matching the identifier of the
terminal included in the packet.

According to the present exemplary embodiment, the con-
trol device 400 can flexibly control packet flow in terminal
units. Furthermore, since there is no necessity for the control
device 400 or the forwarding node 200 to recognize the iden-
tifier of the terminal, the processing load necessary for col-
lecting terminal identifiers by the control device 400 and the
forwarding node 200 is greatly reduced. In addition, since the
processing device 400 can set a processing rule that corre-
sponds to an identifier of a terminal in advance in the forward-
ing node 200, it is possible to curtail requests to the control
device 400 generated due to the processing rule not being set
in the forwarding node 200. Therefore, the processing load on
the control device 400 is greatly reduced.

(Fourth Exemplary Embodiment)

Next, a description is given of a fourth exemplary embodi-
ment of the present disclosure, making reference to FIG. 19.
Where respective elements in FIG. 19 have the same refer-
ence numbers as elements in other exemplary embodiments,
the elements are the same as content described in the other
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exemplary embodiments. Below, a detailed description of a
configuration of the present exemplary embodiment is omit-
ted.

A control device 400 sets a processing rule concerning
Quality of Service (QoS) with regard to a prescribed terminal
100. It is to be noted that occasions at which a processing rule
is set for the terminal 100 by the control device 400 may be
arbitrary. For example, in a case where the control device 400
receives a packet (for example, an authentication packet or a
login packet) for requesting access, transmitted by the termi-
nal 100, a processing rule may be set for the terminal 100.
Furthermore, the control device 400 may set a processing rule
for the terminal 100 at arbitrary timing. In addition, the con-
trol device 400 may transmit QoS information to only a
prescribed terminal 100 selected by a prescribed condition.

The processing rule concerning QoS, for example, speci-
fies processing for writing QoS information of a packet to the
packet that has been transmitted from the prescribed terminal
100. It is to be noted that the QoS information is, for example,
a QoS class in which class division is done according to a
priority. The control device 400 controls a forwarding node
200 so as to accommodate a band, with regard to a packet with
ahigh QoS class. Furthermore, the control device 400 may set
a processing rule specifying writing of a low QoS class to a
packet, for the terminal 100, and may control the forwarding
node 200 so as to temporarily isolate traffic from a heavy user
with high frequency of communication, in a path with a
narrow band. The control device 400 may determine the pro-
cessing rule set in the terminal 100 based on communication
records or location information of the terminal 100.

The control device 400 includes in the processing rule a
matching rule for matching a packet that is a target for pro-
cessing to write the QoS information, and sets the processing
rule in the terminal 100.

The terminal 100 writes the QoS information in an arbi-
trary field of the packet (for example, a prescribed field of a
header), in accordance with the set processing rule. The ter-
minal 100 transmits the packet in which the QoS information
is written to a network composed of forwarding nodes 200.

A forwarding node 200 receives the packet including the
QoS information from the terminal 100, and checks whether
or not there is a processing rule corresponding to the QoS
information, from processing rules it holds. In a case where
there is no processing rule corresponding to the QoS infor-
mation, the forwarding node 200 transmits a request to set a
processing rule corresponding to the QoS information
included in the packet to the control device 400. However, the
control device 400 may set a processing rule corresponding to
the QoS information in advance in the forwarding node 200.
In this case, requests to set a processing rule with respect to
the control device 400 are greatly reduced.

The control device 400 that receives the request from the
forwarding node 200 determines a forwarding path corre-
sponding to the QoS information, and transmits a processing
rule corresponding to the forwarding path to the forwarding
node 200. In the processing rule set in the forwarding node
200, the QoS information is set in a matching rule, and pro-
cessing of a packet corresponding to the QoS information is
set in processing content. After the processing rule has been
set, the forwarding node 200 processes the packet that
includes the QoS information in accordance with a process-
ing rule matching the QoS information included in the packet.

According to the present exemplary embodiment, it is pos-
sible to execute QoS control for a terminal by the initiative of
a network operator who administers the control device 400.
Furthermore, since the control device 400 can set a process-
ing rule corresponding to the QoS information in advance in
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the forwarding node 200, it is possible to greatly reduce
requests to set processing rules from the forwarding nodes
200. Therefore, the processing load on the control device 400
is greatly reduced. Furthermore, since there is no necessity to
execute processing to write the QoS information in the for-
warding nodes 200, it is possible to greatly reduce the load of
packet processing with regard to the forwarding nodes 200.
(Fifth Exemplary Embodiment)

Next, a description is given of a fifth exemplary embodi-
ment of the present disclosure, making reference to FIG. 20.
Where respective elements in FIG. 20 have the same refer-
ence numbers as elements in other exemplary embodiments,
the elements are the same as content described in the other
exemplary embodiments. Below, a detailed description of a
configuration of the present exemplary embodiment is omit-
ted.

A control device 400 sets a processing rule for a prescribed
terminal 100, specifying redirection of an access request of
the terminal 100. In a case where it is desired to lead a user of
the terminal 100 to a specific advertizing site for example, the
control device 400 sets a processing rule specifying redirec-
tion of the access request. For example, in a case where the
terminal 100 requests access to a certain site carrying out
e-commerce, the control device 400 sets a processing rule for
the terminal 100 so as to redirect the access request to a
related site carrying out a special event such as a discount or
the like. It is to be noted that the control device 400 may set a
processing rule for the terminal 100, so as make a redirection
only for the first access request of the terminal 100. The
control device 400 may add a period of validity to the pro-
cessing rule redirecting communication in the terminal 100,
and set the processing rule in the terminal 100. Furthermore,
the control device 400 may refer to a communication record
of'the terminal 100 to determine a redirection destination. For
example, the control device 400 may analyze user prefer-
ences based on a communication record, and may set a pro-
cessing rule for the terminal 100, redirecting to an advertizing
site or the like, corresponding to the preferences. Further-
more, the control device 400 may determine a redirection
destination based on the location of the terminal 100. The
control device 400 recognizes the location ofthe terminal 100
based on location information (GPS or the like) transmitted
from the terminal 100, for example, or location information of
an access point at which the terminal 100 accesses a network.
The control device 400 sets a processing rule specifying
redirection to a destination of a prescribed website or the like
related to the location, based on the location of the terminal
100.

The control device 400, for example, transmits to the ter-
minal 100 a processing rule executing rewriting of a “desti-
nation” field of a header of an access request packet transmit-
ted from the terminal 100. Furthermore, the control device
400 determines a forwarding path corresponding to a redirec-
tion destination, and sets a processing rule corresponding to
the determined path in a forwarding node 200. The control
device 400 may set a processing rule corresponding to the
redirection destination in advance in the forwarding node
200. In this case, requests to set processing rules with respect
to the control device 400 are greatly reduced.

The control device 400 includes, in the processing rule, a
matching rule for matching a packet that is a target for redi-
rection, and sets the processing rule in the terminal 100.

The terminal 100 rewrites the destination field of a packet
header in accordance with the processing rule that has been
set, to a redirection destination set in the processing rule. The
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terminal 100 transmits the packet in which the destination
field has been rewritten to a network composed of forwarding
nodes 200.

The forwarding nodes 200 forward the packet in accor-
dance with a processing rule corresponding to the redirected
destination.

According to the present exemplary embodiment, by using
the control device 400, a service provider in the network can
lead the user of a terminal to a specific site. Furthermore,
since the control device 400 can set a processing rule corre-
sponding to a redirected destination in advance in the for-
warding nodes 200, it is possible to greatly reduce requests to
set processing rules from the forwarding nodes 200. There-
fore, the processing load on the control device 400 is greatly
reduced. In addition, since there is no necessity to execute
processing to rewrite the packet destination in the forwarding
nodes 200, packet processing with regard to the forwarding
nodes 200 is greatly reduced.

(Sixth Exemplary Embodiment)

Next, a description is given of a sixth exemplary embodi-
ment of the present disclosure, making reference to FIG. 21.
Where respective elements in FIG. 21 have the same refer-
ence numbers as elements in other exemplary embodiments,
the elements are the same as content described in the other
exemplary embodiments. Below, a detailed description of a
configuration of the present exemplary embodiment is omit-
ted.

A control device 400 sets a processing rule specitying
writing of billing information for a terminal user to a packet,
with respect to a prescribed terminal 100. The billing infor-
mation, for example, relates to a billing class in which the
terminal user makes a contract with a network operator in
accordance with quality of communication service and the
like. It is to be noted that occasions at which a processing rule
is set for the terminal 100 by the control device 400 may be
arbitrary. For example, in a case where the control device 400
receives a packet (for example, an authentication packet or a
login packet) for requesting access, transmitted by the termi-
nal 100, a processing rule may be set for the terminal 100.
Furthermore, the control device 400 may set a processing rule
for the terminal 100 at arbitrary timing.

The control device 400 includes, in the processing rule, a
matching rule for matching a packet that is a target for pro-
cessing to write the billing information, and sets the process-
ing rule in the terminal 100.

The control device 400 controls forwarding nodes 200 so
as to provide, for packets of a high billing class, a higher
service quality (giving priority to range, or the like) than
packets in a low billing class.

The terminal 100 writes the billing information in an arbi-
trary field of the packet (for example, a prescribed field of a
header), in accordance with the set processing rule. The ter-
minal 100 transmits the packet in which the billing informa-
tion is written to a network composed of the forwarding nodes
200.

A forwarding node 200 receives the packet including the
billing information from the terminal 100 and checks whether
or not there is a processing rule corresponding to the billing
information, from processing rules it holds. In a case where
there is no processing rule corresponding to the billing infor-
mation, the forwarding node 200 transmits a request to set a
processing rule corresponding to the billing information
included in the packet to the control device 400. However, the
control device 400 may set a processing rule corresponding to
the billing information in advance in the forwarding node
200. In this case, requests to set a processing rule with respect
to the control device 400 are greatly reduced.
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The control device 400 that receives the request from the
forwarding node 200 determines a forwarding path corre-
sponding to the billing information and transmits a process-
ing rule corresponding to the forwarding path to the forward-
ing node 200. In the processing rule set in the forwarding node
200, the billing information is set in a matching rule, and
processing of a packet corresponding to the billing informa-
tion is set as processing content. After the processing rule has
been set, the forwarding node 200 processes the packet that
includes the billing information in accordance with a process-
ing rule matching the billing information included in the
packet.

Itis to be noted that a combination of the present exemplary
embodiment and the fifth exemplary embodiment is also pos-
sible. The control device 400 may set a processing rule speci-
fying redirection to a site recommending an upgrade of the
billing class, to a user terminal 100 for which the billing class
is low and which is in a state with communication service
quality below a prescribed threshold, which continues for a
fixed period.

According to the present exemplary embodiment, it is pos-
sible to control the communication service quality in accor-
dance with billing information of a terminal user, by the
initiative of a network operator who administers the control
device 400. Furthermore, since the control device 400 can set
a processing rule corresponding to the billing information in
advance in the forwarding node 200, it is possible to greatly
reduce requests to set processing rules from the forwarding
nodes 200. Therefore, the processing load on the control
device 400 is greatly reduced. Furthermore, since there is no
necessity to execute processing to write the billing informa-
tion in the forwarding nodes 200, it is possible to greatly
reduce the load of packet processing with regard to the for-
warding nodes 200.

(Seventh Exemplary Embodiment)

Next, a description is given concerning a seventh exem-
plary embodiment. FIG. 22 is a diagram representing an
example of a configuration of the seventh exemplary embodi-
ment of the present disclosure. The seventh exemplary
embodiment differs from the exemplary embodiments
described above in that a control device 400A includes an
alteration judging unit 610. The alteration judging unit 610
holds a hash value of a processing rule set in a terminal 100,
determined by a processing rule determination unit 420.

The alteration judging unit 610 compares the hash value of
a processing rule recorded in a processing rule storage unit
120 of a terminal control device 110, and a hash value that it
itself holds. In a case where the hash values are different, the
alteration judging unit 610 judges that the processing rule set
in the terminal 100 has been altered. In order to ensure the
security of a communication system, the alteration judging
unit 610 registers a processing rule denying access from that
terminal 100, in forwarding nodes 200. It is to be noted that,
when setting the processing rule denying access in the for-
warding nodes 200, the alteration judging unit 610 may set a
period of validity in the processing rule.

Next, a description is given concerning operation of the
seventh exemplary embodiment. A description concerning
operations that are the same as the exemplary embodiment
described above are omitted. Below, a description is given
centered on points of difference in operations.

FIG. 23 is a sequence diagram representing a sequence of
operations of the seventh exemplary embodiment of the
present disclosure. A user terminal makes a login request to
an authentication device 330 (S401 in FIG. 23). The authen-
tication device 330 performs user authentication (S402 in
FIG. 23). The authentication device 330 transmits authenti-
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cation information to a policy management device 300 based
on a result of user authentication (S403 in FIG. 23).

The policy management device 300 determines a commu-
nication policy for a user based on the authentication infor-
mation received from the authentication device 330 (S404 of
FIG. 23). The policy management device 300 transmits the
determined communication policy to the control device 400
(S405 in FIG. 23).

The control device 400 determines a processing rule based
on the communication policy received from the policy man-
agement device 300, and sets the processing rule in a forward-
ing node 200. On receiving the communication policy, the
control device 400 sets a processing rule to perform a request
to set a processing rule concerning a packet from a user
terminal, in the forwarding node 200 (S406 in FIG. 23). The
control device 400 determines a processing rule for setting in
the terminal 100 (S407 in FIG. 23). The control device 400
transmits the determined processing rule to the terminal con-
trol device 110 (S408 in FIG. 23).

On receiving the processing rule transmitted by the control
device 400, the terminal control device 110 registers the pro-
cessing rule in the processing rule storage unit 120 (S409 in
FIG. 23).

The alteration judging unit 610 of the control device 400
generates a hash value requested by a set processing rule with
respect to the terminal 100 (S410 in FIG. 23).

The terminal control device 110 generates a hash value
requested by the processing rule set by the control device 400
(S411 in FIG. 23), and transmits the hash value to the alter-
ation judging unit 610 of the control device 400 (S412 in FIG.
23).

The alteration judging unit 610 of the control device 400
collates the hash value generated by the alteration judging
unit 610 and the hash value transmitted by the terminal con-
trol device 110 (S413 in FIG. 23). If the result of the collation
of the hash values is that the values match, the alteration
judging unit 610 of the control device 400 regards this as
normal, and completes the sequence of processes. On the
other hand, if the result of the collation of the hash values is
that the values are different, a determination is made that a
processing rule has been altered by the user of the terminal
100, a processing rule denying access from that terminal 100
is generated, and the processing rule is set in the forwarding
node 200 (S414 in FIG. 23). It is to be noted that the alteration
judging unit 610 may set a period of validity in the processing
rule denying access from the terminal 100.

As a result of the above sequence of operations, in a case
where a certain user has altered a processing rule held in the
user terminal, the control device detects the alteration, and by
setting a processing rule denying all accesses by that user in
forwarding nodes, it is possible to prevent the access control
system in question being intentionally controlled by the user.

Descriptions of respective exemplary embodiments of the
present disclosure have been given above, but the present
disclosure is not limited to the abovementioned exemplary
embodiments, and it is possible to add further modifications,
substitutions, and adjustments within a scope that does not
depart from fundamental technological concepts of the dis-
closure. For example, in the respective exemplary embodi-
ments described above a description has been given in which
the control device 400, the authentication device 330, the
policy management device 300, the communication policy
storage unit 310, and the resource information storage unit
320 are each provided independently, but it is also possible to
employ a configuration in which these are integrated as
appropriate.
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Furthermore, in the above exemplary embodiments a
description has been given where access control is performed
by assigning a role ID to a user, as shown in FIG. 8 to FIG. 11,
but it is also possible to perform access control by using an
access ID such as a MAC address, or a user ID assigned to
each user, or location information of the user terminal 100, or
the like.

In addition, in the abovementioned exemplary embodi-
ments a description has been given in which the user terminal
100 performs an authentication procedure with the authenti-
cation device 330 via a forwarding node 200, but it is also
possible to employ a configuration in which the user terminal
100 communicates directly with the authentication device
330 and implements the authentication procedure.

Itis to be noted that each disclosure of the abovementioned
patent literatures and non patent literatures is incorporated
herein by reference thereto. Modifications and adjustments of
exemplary embodiments are possible within the bounds of the
entire disclosure (including the scope of the claims) of the
present invention, and also based on fundamental technologi-
cal concepts thereof. Furthermore, a wide variety of combi-
nations and selections (including certain deletions) of various
disclosed elements (particularly any elements and/or steps of
disclosed different exemplary embodiments or examples) is
possible within the scope of the claims of the present inven-
tion. That is, the present invention clearly includes every type
oftransformation and modification that a person skilled in the
art can realize according to the entire disclosure including the
scope of the claims and to technological concepts thereof.
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500, 500A, 500B network resource
610 alteration judging unit

What is claimed is:

1. A terminal, adapted for communicating with a network
including at least one forwarding device for forwarding a
packet, and a control device for controlling said forwarding
device(s), said terminal comprising:

a communication unit that receives a processing rule speci-
fying a method of processing the packet, which is deter-
mined by said control device, from said control device;

a storage unit that stores said received processing rule; and

aprocessing unit that in a case of communicating with said
network, processes the packet in accordance with said
processing rule that corresponds to the packet by refer-
ring to said processing rule stored in said storage unit;

wherein the control device controls the forwarding device
in accordance with a request from the forwarding device
to set the processing rule, in a case where the processing
rule corresponding to a packet is not stored in the storage
unit.

2. The terminal according to claim 1, wherein said com-
munication unitreceives a processing rule determined by said
control device based on a policy corresponding to a user of the
terminal itself.

3. The terminal according to claim 2, wherein said process-
ing unit adds information corresponding to said policy to the
packet, in accordance with a processing rule stored in said
storage unit.

4. The terminal according to claim 1, wherein said com-
munication unitreceives a processing rule determined by said
control device based on a policy corresponding to an authen-
ticated user.

5. The terminal according to claim 1, further comprising a
request transmission unit that transmits an access request to
said network, wherein

said communication unit receives a processing rule deter-
mined by said control device in accordance with said
access request.

6. The terminal according to claim 1, further comprising a
request transmission unit that transmits an access request to
said network, wherein

said communication unit receives a processing rule deter-
mined by said control device in accordance with said
access request transmitted via said forwarding device.

7. The terminal according to claim 1, wherein said com-
munication unit receives from said control device a second
processing rule corresponding to a first processing rule set by
said control device with respect to said forwarding device.

8. The terminal according to claim 1, wherein said process-
ing unit collates information included in the packet and a
processing rule stored in said storage unit, and processes the
packet in accordance with said processing rule corresponding
to information included in the packet.

9. The terminal according to claim 1, wherein said process-
ing unit generates first information requested by a processing
rule stored in said storage unit, and transmits said first infor-
mation to said network so that at least one of either said
control device or said forwarding device collates said first
information and second information requested by the pro-
cessing rule determined by said control device.

10. A control device, adapted for setting a processing rule
for a packet with respect to at least one forwarding device for
forwarding packets, said control device comprising:

a request receiving unit that receives an access request
transmitted from a terminal for accessing a network in
which said forwarding device processes the packet in
accordance with said processing rule;
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a control unit that determines a processing rule set in said
terminal, in accordance with said access request; and

a communication unit that transmits said determined pro-
cessing rule to said terminal;

wherein the control device controls the forwarding device
in accordance with a request from the forwarding device
to set the processing rule, in a case where the processing
rule corresponding to a packet is not stored in a storage
unit of the terminal.

11. The control device according to claim 10, wherein said
control unit determines a processing rule based on a policy
corresponding to a user of said terminal.

12. The control device according to claim 11, wherein

said control unit determines a processing rule in order to
add information corresponding to said policy to the
packet, and

said communication unit transmits said determined pro-
cessing rule to said terminal.

13. The control device according to claim 10, wherein said
control unit determines a processing rule based on a policy
corresponding to an authenticated user.

14. The control device according to claim 10, wherein said
control unit determines a processing rule in accordance with
an access request transmitted via said forwarding device(s).

15. The control device according to claim 10, wherein

said control unit determines a second processing rule cor-
responding to a first processing rule set for said forward-
ing device, and

said communication unit transmits said second processing
rule to said terminal.

16. The control device according to claim 10, wherein said
control unit determines a processing rule for setting in said
terminal, generates first information requested by said pro-
cessing rule, and collates second information received from
said terminal and said first information.

17. The control device according to claim 10, wherein

said control unit determines a processing rule for setting in
said terminal and generates first information requested
by said processing rule, and

said communication unit transmits said first information to
said forwarding device so as to collate second informa-
tion transmitted from said terminal to said forwarding
device and said first information.

18. A communication method for controlling a terminal
communicating with a network including at least one for-
warding device for forwarding a packet, and a control device
for controlling said forwarding device(s), said method com-
prising:

a receiving step of receiving a processing role specifying a
method of processing the packet, from said control
device;

a step of storing said received processing role in a storage
unit; and

a processing step of in a case of communicating with said
network, processing the packet in accordance with said
processing role that corresponds to the packet by refer-
ring to said processing role stored in said storage unit;

wherein the control device controls the forwarding device
in accordance with a request from the forwarding device
to set the processing rule, in a case where the processing
rule corresponding to a packet is not stored in the storage
unit.

19. The communication method according to claim 18,
wherein said receiving step is a step of receiving a processing
rule determined by said control device based on a policy
corresponding to a user of the terminal.
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20. The communication method according to claim 19,
wherein said processing step comprises a step of adding infor-
mation corresponding to said policy to the packet, in accor-
dance with a processing rule stored in said storage unit.

21. The communication method according to claim 18,
wherein said receiving step comprises a step of receiving a
processing rule determined by said control device based on a
policy corresponding to said user who has been authenticated.

22. The communication method according to claim 18,.
further comprising:

a request transmission step of transmitting an access

request to said network, wherein

said receiving step comprises a step of receiving a process-
ing rule determined by said control device in accordance
with said access request.

23. The communication method according to claim 18,

further comprising:

a request transmission step of transmitting an access
request to said network, wherein

said receiving step comprises a step of receiving a process-
ing rule determined by said control device in accordance
with said access request transmitted via said forwarding
device(s).

24. The communication method according to claim 18,
wherein said receiving step comprises a step of receiving a
second processing rule corresponding to a first processing
rule set by said control device for said forwarding device.

25. The communication method according to claim 18,
wherein said processing step comprises a step of collating
information included in the packet and a processing rule
stored in said storage unit, and processing the packetin accor-
dance with a processing rule corresponding to information
included in the packet.

26. The communication method according to claim 18,
wherein said processing step comprises a step of generating
first information requested by a processing rule stored in said
storage unit, and transmitting said first information to said
network so that at least one of either said control device or
said forwarding device collates said first information and
second information requested by said processing rule deter-
mined by said control device.

27. A communication system comprising:

at least one forwarding device for forwarding a packet;

a control device for controlling said forwarding device(s)
in accordance with a request from said forwarding
device; and

a terminal communicating with a network including said
forwarding device and said control device,

wherein said control device comprises a control unit that
determines a processing rule set in said terminal;

wherein said terminal comprises:

a communication unit that receives said processing rule
determined by said control device, from said control
device;

a storage unit that stores said received processing rule;
and

a processing unit that in a case of communicating with
said network, processes the packet in accordance with
said processing rule that corresponds to the packet by
referring to said processing rule stored in said storage
unit; and

wherein the control device controls the forwarding device
in accordance with a request from the forwarding device
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to set the processing rule, in a case where the processing
rule corresponding to a packet is not stored in the storage
unit.

28. A communication module installed in a terminal com-
municating with a network including at least one forwarding
device for forwarding a packet, and a control device for con-
trolling said forwarding device(s), said module comprising:

a communication unit that receives a processing role speci-
fying a method of processing the packet, which is deter-
mined by said control device, from said control device;

a storage unit that stores said received processing rule; and

a processing unit that in a case where said terminal com-
municates with said network, processes the packet in
accordance with said processing rule that corresponds to
the packet by referring to said processing rule stored in
said storage unit;

wherein the control device controls the forwarding device
in accordance with a request from the forwarding device
to set the processing rule, in a case where the processing
rule corresponding to a packet is not stored in the storage
unit.

29. A non-transient computer-readable storage medium
that records a program characterized by causing a terminal
communicating with a network including at least one for-
warding device for forwarding a packet, and a control device
for controlling said forwarding device(s), to execute:

a process of receiving a processing rule specifying a
method of processing the packet, which is determined by
said control device, from said control device;

a process of storing said received processing rule in a
storage unit; and

a packet process of in a case where said terminal commu-
nicates with said network, processing the packet in
accordance with said processing rule that corresponds to
the packet by referring to said processing rule stored in
said storage unit;

wherein the control device controls the forwarding device
in accordance with a request from the forwarding device
to set the processing rule, in a case where the processing
rule corresponding to a packet is not stored in the storage
unit.

30. An information processing device, adapted for trans-
mitting to a terminal a program for causing a terminal that
communicates with a network including at least one forward-
ing device for forwarding a packet, and a control device for
controlling said forwarding device(s), to execute:

a process of receiving a processing rule specifying a
method of processing the packet, which is determined by
said control device, from said control device;

a process of storing said received processing rule in a
storage unit; and

a packet process of in a case where said terminal commu-
nicates with said network, processing the packet in
accordance with said processing role that corresponds to
the packet by referring to said processing role stored in
said storage unit;

wherein the control device controls the forwarding device
in accordance with a request from the forwarding device
to set the processing rule, in a case where the processing
rule corresponding to a packet is not stored in the storage
unit.



